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1. General Terms & Conditions

a) Earnest money (Bid Security)

An earn(-,st money, in the shape of a bank draft / pay order in the name of "lnstitute oI
Business Administration" Karachi, equivalent to 5% of the total cost of bid, should be

submitted alonB with the tender documents.

b) Validity of the proposal

All proposal and prices shall remain valid for a period of 90 days from the closinB date of the
submissiln of the proposal. However, the responding organization is encouraged to state a

longer pcriod ofvalidity for the proposal.

c) Currency

All currerrcy in the proposal shall be quoted in Pakistan Rupees (PKR).

d) Sales Tax and other Taxes

Organization (RO) is hereby informed that the IBA shall deduct tax at the rate prescribed under

the tax laws of Pakistan, from all payments for services rendered by any responding

organization. The responding or8anization will be responsible for alltaxes on transactions and /
or inconre, which may be levied by the government lf responding or8anlzation is exempted

from any specific taxes, then it is requested to provide the relevant documents with the

proposal.

It is to be !g!gd that IBA Karachi being an educational lnstitution is exempt from the whole of

customs.duties (specified in the First Schedule to the Customs Act, 1969 (lv of 1969)), and the

whole ol sales tax on the Soods imported in the name of |BA-Karachi. The Letter of Credit (tC)

will how:ver be opened by the vendor.

Prices must be quoted as per attached price sheet.

e) OEtVI Relationships & Warranties

The resFonding organization (RO) should be an authorized business partner from the oRIGINAL

EUIPME!T MANUFACIURER (OEM), for the proposed hardware, software or networking

compon3nts in Pakistan. A certificate to their effect should be included in the proposal

otherwi: e the bid is liable to be rejected.

Selectec vendor will Provide
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cate8or / of products identified, at a rate, which is not more than 10% of the initial purchase /
license cost. Selected vendor should also be committed to provide maintenance / support
service br a period of at least three years after expiry of warranty period. However, IBA will not
be bourd to availthis service.

The equipment should be supplied through verifiable distribution channel in Pakistan.

f) Ownership

The ow,rership of all products and services rendered under any contract arising as

this tender will be the sole propeny of lBA.

result of

g) Delivery of Equipment

All equiDment for the project will be delivered new, in packed condition directly to the location,

as per the discretion of lBA. lf equrpment delivered is not conforming to the specifications and

bill of quantity, the equipment will not be accepted. The equipment will be installed only after

inspecticn.

Deliver\ time must be ofTwelve weeks from the date of Purchase Order, in case of late delivery

the venCor is bound to provide at least 50% of the backup equipment for the smooth working

till the oelivery of purchased equipment.

h) Arbitration and governing law

This te[der and any contract executed pursuant to this tender shall be governed by and

construed in accordance with the laws of Pakistan. The IBA and all responding organizations

respon( ing to this tender and parties to any contract executed pursuant to this tender shall

submit to the exclusive jurisdiction of the Pakistani Courts. The arbitration proceeding will be

governed by the Arbitration Act, 1.940, and the substantive and procedural law of Pakistan The

venue shall be Karachi.

i) Acceptance of Proposals

The IBA reserves the right not to accept the lowest or any proposal and to annul the bidding

process without assigning any reason whatsoever' IBA Karachi may ask to provide demo unit

which \endor quoted in the tender. After the final inspection of the unit the decision will be

made.

i) Support Capabilities

The RO should indicate the support capabilities for all the hardware provided during the course

of the t)roject. Details of qualificatiol_1,/*38{liti"t of trpport staff should also be included in
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the corporate profile.

k) Conrpliance to specifications

The RO ;hall provide information as per requirements given in Annexure - A. However, RO can
submit nultrple solutions. RO may not propose / supply any kind of refurbished hardware
equipmont's / components in their proposals.

Bidder AIUST quote prices as per requirement mentioned in the attached in Annex C.

l) Material

Materia ofthisorderissubjecttofinal inspectionfromTechnicalTeamatthetimeofdelivery.

mlCancellation

IBA res€rves the right to cancel any or all of the above items if material is not in accordance

with its rpecifications or if the delivery is delayed.

nl Payment

90% ofthe total order would be paid on successful delivery, installation, commissioninB and

integrat,on ofthe equipment subject to final acceptance by lBA, Karachi.

10% of the order would be paid after 6 months of commissioning & final acceptance by lBA.

The supplier will submit the commercial invoice directly to the Finance Department of lBA,

Karachi ,igainst which payment will be released after deduction of applicable taxes.

Advanc€ payment will ONLY be made against Bank Guarantee of "A" Rated bank of the same

amount

n. a. Performance Security:
Performance security, up to 10% of the contract value, in the form of pay order/demand draft

or bank guarantee to be submitted at the time of award of contract. Validity of performance

security shall extend at least ninety days beyond the date of completion of contract.

o) GST

GST will be paid on applicable items only.

p) Penalty

Penalty at the rate of
delivery or work up to
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q) lncrease in price

No increase in the value of above mentioned items will be accepted on account of either unit
price, tctal price, any or all other charges, duties, taxes, scope of supplv and or any other head
of accor nt shall be allowed.

r) lncrease in taxes

lf any taxes are reduced, the IBA should get its benefit.

s) Alteration

Compet-'nt Authority reserves the right to change / alter / remove any item or article or reduce

/ enhan,:e quantity without assigning any reason thereof.

t) lnvoice

lnvoice ,' bill should be submitted to Finance Department.

u) Starnp duty

stamp duty will be paid by vendor.

2. lnstructions for Responding Organizations

a) conrmunication

Any req rest for clarification regarding this tender document should be submitted !!-.l4li!!!g to:

l/lanager Procurement ICT

lnstitute of Business Administration,
IBA Main Campus, University Road,

tlarachi

Phone : \17-422-422 Ext 2lO7
I:ax : 02l-921,5528

b) Submission of documents,
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Proposals can be dehvered by hand or courier so as to reach the office of address given at
section 2 (a) by the last date indicated for submission. proposals received by fax or email will
not be.ccepted.

c) Submission of proposal

The conrplete proposals should be submitted by 11:00 hours on 15-04-2015 at the address
given at section 2 (a).

The RO ihall deliver two copies of the bids which include IBA tender documents along with BOe
and Fin.ncials.
Format 'or submission of financial proposal is attached as Annexure - C.

d) Date of openinB of proposal

Bid will be opened on 15-04-2015 at 11:30PM hours at IBA Main Campus ICT Procurement
office in presence of representative bidders who may care to attend.

e) Demonstration

The Res ronding Organization (RO) will compulsorily provide a demonstration unit of the quoted

product for testing / evaluation purposes. The demonstration unit should be exactly of the
samc st)ccrfication as quoted by the RO. ln case the demo unit isn't according to the

specification required by IBA or quoted by the RO, the tender may be liable to rejection.

f) lmportant

Separate envelopes clearly labeled for 'Original Proposal lTechnical, Financial]', 'Copy

ProFosal [Technical, Financial]'and'Earnest Money/Bid Security'must be submitted on or

befcre last date to submit the tender documents.

The bank draft for earnest money should be enclosed in a separate envelope, labeled as

'Eanrest Money/Bid Security', and which should be sealed. Proof of Sales Tax registration

and NTN numbers should also be provided. (Please provide photocopies of relevant

documents).

Corpetent authorities reserve the rights to accept or reject any quotation / tender without
any.eason thereof.

.

|

"I  Last date for tender submission is 15-04-2015

iv. Supl)ly wlll be on C&F basis to IBA

or a ry other char8es.

6lPaqe
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v. Sample, if any, of the quoted item may be provided with the tender form duly stamped by
the (:ompany.

vi. Ten(lerers should be registered wtth Sales Tax department.

vii. Payrlent will be made after receipt of store.

viii. Earnest money of 5% oftotal amount in the form of pay order / demand draft in favor of
'lnstitute of Business Administration Karachi' should be submitted along with tender form
in separate envelope.

ix. Pleaie submit copies of certificates of registration with Sales Tax and lncome Tax

departments.

x. IBA reserves the right to change / alter quantity / quality / specifications etc., without
assiening any reason thereof.

No €rscalation in cost / price will be accepted at any stage, after approval of the quoted
amount and award ofthe Purchase Order.

The iender document will be accepted ONLY on the IBA's prescribed sBD available on IBA's

Website.

Harcware c0mprehenSive warranty with three years support rs requrred.

IBA (ian add / drop any module / ltem from the original 8OQ in later stage.
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Annexure‐ A

Technicol Reauirements / (BOQ)

SCOPE OF WORK

Scope of work for the selected bidder shall include supply, installation, implementationj
commisiioning, training, integration of smart card based security system and its integration
with existing systems, like Peoplesoft ERP and attendance management systems. Bidder shall
providin8 user manual, 36 months warranty & comprehensive support for the total solution
including all hardware, software, materials, services etc. for installing the Electronic Arm
Barriers & Smart Card based Physical access control system, Visitor Management System at IBA
location mentioned in thrs tender. The scope also includes enrolment and card personalization
for all IUA Student, employees and Third party contract employees are covered under Access

Control System.

Successlul bidder will have to submit / present the detailed documentation on the planned

scheme & schedule for implementation of Access Control System at lBA, including features of
its Application software, various Reports, Ml5 on daily & monthly access information, suggested

designs on Smart Cards, training requirements etc. bidder shall be required to modify and

incorporate all information, suggestions and functionality as required & Communicated to it by
IBA,

ln term: of the Jcope, the vendor rhall de5i6n, iupply, inrtall, commijiion and conduct
performance tests of the Access Control System including Turnstile, Electronic Arm Barriers and

Visrtor I\4anagement System.

The sysrem shall be designed to be adaptable / conformiog to prevailing international standards
(e.9. ISC / lEC, UID) and based on open standards platform. The system shall be inter-operable.

General Solution Requirements

l he system shall provide future system expansion capability, through the use of
:calable hardware and software solutions and with the provision of non-proprietary
(lxternal interface rntegration points for the database and application functions.

- he system shall have flexibility for up-gradation and expansion in all respects

(lepending on future requirements with standard modules.

/\llthe Access Control
irs one system.

8lPate

security equipment installed will be interconnected and function



It shall be a secure & fail proof layer in the overall plant security system employing an
industry standard & internationally acceptable encryption mechanism.

he system shall support card readers and shall support up to 5,OOO cardholders.

'l he system / card encoding shall be compliant or compatible with international
!tandards to enable future multiple application use ofthe smart cards and other
(onvenience uses.

S,ynchronizing the timing on the Access Controllers, Readers, Visitor lManagement
System Client software and all devices in Access Controlsystem network should be
from the Central ACs Server / software.

I he electronic circuits used in the system shall be of solid state fail safe design and be

F,rovided with proper coating to have resistance to humidity and corrosion which
€ nables the operation from being impaired by dust and dirt.

'l he system shall adhere to a centralized architecture, with centrally located appllcation.

f,ccess ControlSystem shall have redundant, hot standby architecture. Change over
f.om the active system to the hot standby system shall be automatic without any
rlan ual intervention.

tletwork communications shall utilize TCP/lP network communications protocol
Ihe system shall monitor attempted unauthorized entry and other incidents and alarms
and report / log those for alarm notification & further action.

(he time registration of all the existing regular entrants (employees, contract staff) shall
b e done by the vendor. Necessary training will be provided by the vendor to concerned
staffof lBA.
( ard readers at different locations shall be connected through laying of CAT6 cable

i rcluding all network provisions for TCP / lP with l/O box etc. will have to be done by the
tidder.

UPS Power supply shall be provided by IBA from one point at the central control Room

at Ground floor Admin Block Main Campus and Security Office at City Campus. Vendor

v/ill have to provide the required connections & wirings for the supplied equipment.

lJl ACS network equipment shall be lPv4 compliant.

. Sufficient resilience / redundancy and logic shall be provided to assure that the

availability objectives can be met without manual intervention. The access control

I ardware shall be desiEned so that there is no single point of failure that can cause
_-:.r:^:a: -.
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operations to be disrupted.

system components shall be independent and capable of co-existing on the system to
allow for an increased level ofcapacity. Modular design and flexibility shall be provided
for easy expansion ofthe system to the extent specified without degradation ofthe
system's performance.

l\ccess granted or denied decision cycle shall be within one second.

l1 the event of a system failure or security communications network failure, the
iidividual
iltelligent modules shallwork as standalone systems and shall have minimal impact on

or'erall operation ofthe Access Control System.

SYSTEM DESCRIPTION

With a centralized Access Control System shall have a centralized architecture server and shall
deploy a very high level of encryption technology, minimal points of failures, scalability &
industry standard redundant architecture and an extremely ess€ntial conformance to a well-
documented failure to-safety policy-framework. The central location shall have a robust ACS

server (\vith an enterprise level access control software that has an in-built Visitor Management
Module and an enterprise level 32-bit / 64.bit operating system) with the latest version of MS-
sQL / Oracle/ my sQL DB.

Access (ontrol System shall be integrating with existing Peoplesoft ERP System and Attendance
managenent system of lBA.

The solution shall be based on individual smart cards to be issued to entities (as lD-cum security

for persr)nnel). The smart cards shall be based on DESFIRE-EVl / HID iCLASS architectural
platfornr for storing & accessing data items and shall be conforming to ISO 144434 standard,

with 2 KB memory and support with 2 Applications. The smart cards shall employ lamination &

holograrn as additional levels of security.

Access ( ontrol System sh all store perpetual access records of all the Students, employees, Third

party contract employees & visitors including all the transaction history associated with them.

The phy;rcal access control mechanisms shall be connected to the controllers and readers,

Hrgh-qurlityturnstilesandElectronicArmBarrierswithfailure-to-safetyadequaciesshallbe
used for entry / exit points.

The phyrical access mechanisms such as turnstiles and Electronic Arm Barriers shall be operated

/ controlled by local controllers based on the authentication input provided by readers installed

at each rccess point. The controllers shall have a database of users & transaction lo8s etc

10 | F rge
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The Controller & Readers shall provide an electrical interface to the System operator shall also
perform rhe credential data storage processing, controlling, transaction logging & decision
taking tasks at the ed8e level for uninterrupted system function even in case of a link failure.

A security control room shall have visitor registration station equipped with the complete
software and hardware (smart card & biometric template reader / writer solution for capturing
the emp oyee writinB the same onto the smart card).

A security' control room sh all have a panic switch connected to the local controller to be used in

emergency / duress situations with a control for allowing free passage in case of emergency
evacuatiiln.

Access Control Software system wiring shall use structured cabling scheme comprising 4-pair
CAT 6 ca rle for lP connectivity, 5-pair 15-694 compliant 1 sq mm cable for Wiegand data
communication, 3-pair l5-694 compliant 1 sq mm cable for control data communication (

turnstile:j, Electronic Arm Barriers & Emergency Release Switches) & 3-core 1.5 sq.mm l5-694

compliart cable for power. The entire Access ControlSystem shall use a structured & stabilized
power sL pply with power back up of 3 hours.

The following is the least (but not limited ) equipment / software list within Access Control

System.

Access Control software, Visitor ManaBement software.

_ Visitor Management software includinB printer

_ Access control Controller

_ Readers

_ Turnst les

_ Panic Swrtch

_ Electronic Arm Barriers

other r etworking items.

5oftwar() Descriptions

ENTERPRISE TEVET ACCESS CONTROI., TIME/ATTENDANCE & VISITOR MANAGEMENT SOFTWARE

Enterpris -. level Software for Time Attendance, Access Control, Visitor Manatement, Guard Tour, GUl,

Anti pass back, Reports in lnbox, Unlimited User log-ins, Door Scheduling, Unlimited lotins, POP ups,

tvacLrati( n Control & Management (lvluster module), Shift Roasters & Management, Air LockinB etc.

Any sort,)f Customizations whether its Client, Report Fields, lnput Fields, lntegration or any other should

be possible/offered and could be done if asked.

CAFETER A AND FOOD COURT MANAGEMENT MODULE OF ENTERPRISE SOFTWARE

cafeteria & Food Court Management system Server Module

cafeteria & Food court lJser interface for Recharge, Refund & Food Vending

ACCtSS(ONTROLTlME&Aπ [NOANC〔

111ビ
'3e



. web Logins Unlimrted

. Multiple Companies, Multiple Branches, GlobalTimeSynchronization

. U.ier Profile/Privilege Management (Standard, Custom fields, lma8es); Define lJser Groups; Bulk
Card lssue; lmport/Export Employee

. T me Attendance: Overtime Mgt., Shift Roasters, Automatic, NiBht, Rotational& Flexible Shifts;
Altendance Regularization; Attendance Reader Management

. A.cess Control: Controller Monitorin8 & ManagemenU Door Access Based on Time Code, Time
Z.ne, Holidays, Reader Groups & Weekdays Timed, Local & Global Anti-Passback; Real Time
E\ent and Alarm Monitoring; Device Control; l/O Mappint & Control; Door l-ock Control

. Sr pport for Alltypes of Readers/Credentials/Formats (Smart Card, Biometric, Pin, Long Range)

. Automatic/Manual Database Eack up, Restore & Management; Database Size Mana8ement

. Di)or/Relay SchedulinB (related to Public Area Control, Monsoon oay Control, Supervisors

Control and CriticalArea Control)
. !!eb Based On Duty (OD) Request
. Auto-Alert Pop-ups, Emailand sMs
. S(heduledAccess/AttendanceReportsvra Email

. Zone Draw, Hawk EYE (GUl); LogrcalArea Control

. Fi-e Evacuation System/ Muster Point Module; lD Card BadBing Module

. DDor Interlocking

. G.rard Tour Management

. Ar:tive Directory lntegration

. lntegration with ERP/HRMS/Payroll

Define coapany(s) and branch(s)

1. System-Admrnistrato/s Login to:
d. Oefine multiPle componies (ComPlctc.onfrdentralitY ofeach companY's data from

other comPanY's administrator)

b. Define multiple branches of a company

c. Add admrnistratorto a company

2 Define Time zone foreach branch server will automatically synchroni2e each controllertlme

ir accordance with the time zone ofthe associated branch

3 Automatic controller time resetting on controller time deviation from server time

4 Support for day saving hme

5 Define titles/designations for a specific branch

6 Define departments for a specific branch

7 Define 16 custom fields for a companY

8 IMPORT emptoyee ledBer from an excel sheet to the database Map excel sheet columns to

d ltabase freld names

Manage omployees/users/privileges via Web-lnterlace

9 Add and manage users with 18 standard and 16 custom fields

11. Add emploYee PhotograPh

11. AssiEn access card to an employee using either of the following two options:

a. Add card as a no-format card by flashing the card on a reader

b- Add card as a format card by enterinE facility code and serial number

c. Check for the card facility code and the serial number bY flashing the card on a reader

12. Define card start and expiry date
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:3 Activate/Deactivate the card

:4. Set pass-back exemptron

15. Set extended access

I 6. Assign up to 8 access groups allowing an employee to access various branch locations

I7. Assign access privrleges to employees in bulk

18. Assign current and future shift roster to an employee

I9. Assrgn shift roster to employees in bulk

20. Define custom employee groups. The feature facilitates the logical grouping of employees
L ased on management structure, thus can empower the project coordinators, Floor-managers or
F roject managers to manage access & time attendance rules and view reports of a specific user-

8roup.

21. Define privilege level of an employee, one or more than one of the following privileges can
Le assigned:

a. Administrator All (privilege to manage employees, define access groups, define shift
rosters and report Eenerahon for the whole company)

b. Administrator (pnvilege to manage employees, define access groups, define shift
rosters and report generation pertaining to a specific branch)

a. Repon Viewer (privilege to generate organizationaltime attendance and access

reports)

c. Normal User (privrlege to generate personal time attendance reports)

e. Group User (privile8e to manage employee's access groups, shift rosters and report
generation pertaining to a specific Eroup ofemployees)

f. Security Administrator (Privilege to configure and monitor access control hardware)
g. Security Viewer (Privilege to monitor access €ontrol hardware and respond to real

time system events)

h. None (No access to the system)

22. advanced search Form to search users on fixed and mixed search crrteria such as: name,

c epartment, title, access group, time attendance rule, card status etc.

Leave of absenae ragularization via Web-lnterlace
23. ReBularize employee workinE hours (used in cases where employee is unable to mark

attendance through the system)

i4. Define absence asone ofthe followint:
a. Leave

b.srck Leave

c. CasualLeave

d. other .. (Define any custom reason for the absence)

Define a,:cess groups via weblnterrace
:'5. Define and manage any number of Time Codes

i 6. Define and manaBe any numberof Holidays (yearly repeatable and Yearly non repeatable)

:17. Deflne and manage any number of Holiday Groups

:18. Define and manage anY number of Time Zones (Map time codes to each day of the week and

the holiday groups)

;19. Define and manage any number of Door/Reader Groups

:!0. Define and manage anY number of Alless Gr'ouPs (map time zone to reader Eroup)

13 lPlge .' ''' -'r
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. Define Shi,'ts/Shift rosteE via Web-interface
31 Define multiple Shifts as per following parameters:

, a. Day Start Time (the parameter allows to define flexible shift timings and niSht sh'fts)

b. Shift Start Time

c- Shift End Time

d. Late coming half day

e. Early SoinB half daY

f. Minimum fulldaY hours

8. Minimum half day hours

h. Minimum overtime Pe.iod

i. Overtime Start Time & Overtime End Time

j. Non-workint hours

32. OT (Overtime) management Define shift specific overtime

33. Define and manate Shift Rosters Define shift for each day of the week and holiday groups

34. Define week-offs in the shift rosters {any possible week-off rule can be defined e.g alternate

Saiurday, third SaturdaY etc )

Reports via Web-interlace
35. Select and export following employee(s) rnformation to an excel sheet

a. Standard employee information fields

b. Card number

c. Card lssue date/expiry date

d, AssiSned 
^"es< 

crouPs

e Assigned 5hift roster

f. Privilege level

B. Record created bY

h. Record creation date

3( . Generate followinB time attendance reports for a specific period for group of emPloyees:

a DailY Report

b. lndividualrePort

c. lndividual detailed rePort

d Daily Summary

e lnd ividual Summa ry

3 '. Filter time attendance reports on following parameters

a. Full DaY

b. Half DaY

c Late In

d. Early Oilt

e. Overtime

f All Leave

g. Leave

h Sick Leave

i. CasualLeave
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l. Earn leave

k. Absent
3i]. Generate following access reports

a. Reader Access report

b. Employee Access report
3,). Export report in various standard formats:

a. Crystalreports

b. Acrobat format

c. MS word

d. Ms excel 97-2000

e Ms excel 97'2000 (data only)

f. Rich Text format

Realtime event Monitoring & Control
40. View online status ofeach controller

4 L. View other pertinent controller information

a. Controller Name

b. Controller type

C, MAC & IP

d. Last messa8e received time

4.4. view door status

a. Door name

b. Door open/close

c, Ooor lock status

i. Lock

ii. Unlock

r ri. Permanent lock
d. Door held violation stat!s

e. Door held alarm status

f. Door forced violation status

g. Door forced alarm status

h. Tamperfailure status

4 L Remolely close door held alarm

41. Remotely close door forced alarm

45. Change locks status Lock Unlock Permanent Lock

45. View InPUt to OutPut maPPings

47. View each defined lnPut status

48. view each defined Output status

49. Remotely deactivate OutPt t

5O- Vrew system events in the realtime

Conf igurr: controllers/readers
51. Support for aU smart card technologies such as iclass-any format' Prox' Mifare' Desfrre

!2. Preexisting 255 standard 26 bitformatfiles -

,:"'i: .- .. . '- 
-
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l;3. Add upto 255 different format frtes to each controller
';4- System can be configured to support various card technologies simultaneously. Thrs feature
cnables users to easily migrate from one card technolo8y to another or diFferenr users to
Dossess drfferent smart cards,

l;5. Automatic detection ofcontrolle(s)on the network
:i6- Map controller to a company/branch

I;7. Controller synchronization option to update any new controller on the network with the
( urrent system configuration.

58. Define controller outputs (Aux Output 1, Aux Output 2)

59. Map general purpose controller inputs (Card read on reader, AC fail, battery fail, tamper
i1put, lnput 1, lnput 2) to the controller output (required for CCTV camera integration, fire
iitegration, emergency exit integration)

60. Defrne output response as either message onty or output relay action
61. Confiture output relay action as one ofthefollowing:

a. Close on Event close

b. Manualclose

c. Timed
( 2. Confrgure to open all doors on an event on a specific input(s) (required for fire panel
rltegration)

€ 4. Defrne interface panel to be used for either single door (Card-ln/Card-Out) or two door
€ 5. Define readers, inputs and outpl.rts for each interface

f6. Define each reader as any one ofthe follolving:
a. lN Confrgured as a lN reader to a facility

b. OUT Configured as a OUT reader to a facility

c. LOGIN Configured as a LoGIN reader for Time,Attendance calculations

d. TOGOUT Conflgured as a LOGOUT reader for Time-Attendance catculations

e. LOGIN-tOGOUT Single reader.onfigured to capture both LOGTN and LOGOIIT
(alternatively) for Time-Attendance calculatrons

i 7 Deline door lock open/close timings

€8. Configure anti-pass-back for a reader

€9. Define system response as one ofthe followrng optionson events sLrch asdoor held
violation and door forced

a. Messate only

b. Alarm (close on event close)

c. Alarm (Close from software)
70. Map any interface input to any interface output. ln other words any sensor aan be mapped

tl any actuator device

71. Support for special access control hardware such as Turnstiles and boom'barriers

Database Management
72. Database supponedi Microsoft SQL server

73. Seamless intetration with existint ERP, HR and letacy systems through specialized db views

,4. Specialdatabase utility to
a. Take database backup

b. create database service for (Daily. weekly, monthly)
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c. Restore database

d. Delete undesired log tables

e. Create database service for automatic log maintenance (Daily, weekly, monthly)
f. database creation

VISITOR MANAGEMENT

Web Privileges for Employees
t. Define branch policy with following options:

a. Define mandatory fields during visitor issue

b. Appointment is must for every visitor (choose)

c. Access Card issue to visitor is compulsory (choose)

d. Print tate pass for vistor assets and (choose)

e- Visitor request must be approved by the group administrator (choose)

f. Send Email for approval (Group administrator does not need to lotin to the software
but can just approve from the email)
g. Send EmaiI/SMS to the approved visitor
h. Send Email/sMS to the employee on visitor arrival

i, Pop up on Employee's system on visitor arrival
j. Banned visitor notrfication

k. Lapse Time (Time after which appointment will get expired)

L Default Departure Hours (if some other time is not set)

m. Pre Appointment hours ( Time before the scheduled appointment during whrch pass

can be generated)

:1. Kiosk mode options:
a. Name

b. To meet

c- Company

d. contact No.

e. EmailAddress

f. Pre registervisitorallowed rn Kiosk mode

:]. Create visitor troups with flexible hierarchy level

,1. Assign visitor group in bulk to set of employees (Different set of employees can be assigned
(lifferent hierarchy groups)

I;. Employee can view/check visitor request status.

(j. lnbox feature for administrators for pending visitor approvals

'. Web based access to each employee to request for an visitor

Il. Online Visitor appointment request for current/future dates
(). Search visitor based on Visitor lD, Company, visitor name, contact number, emarl

.0. Search Visitor details based on pre-reBister/non-re8istered employees

-1. Track Visitor login and logout time data
'.2. Allow or ban visitors

Reception Desk Privileges

L. Today's appointments and expected visitors.

17lPrge



2. Gatekeeper can check or lnform visitor regarding their appointment status (Pending approval,
Rejected, Expected, lnside, lnside Overstay, Visited)
3. Option to multiple check ln Check out on a single pass for contractors and vendors (vendor/
c(,ntractor pass management)

4. Track and view previous appointments ofa visitor
5. Real time hst of visitors inside

6. Real time list of unreturned cards

7. Notificatron on visitor overstay

8. Print and record Asset being carried or being deposited by the vrsitor

9. Print and record Vehicle beinB driven by the vrsitor

10. Option to scan and record visitor identification documents

1: . Auto complete text boxes for search employee, visitor p!rpose, vis;tor type

1:1. Quick Visitor Enrollment for pre-reBistered/non-reBistered employees

1:1. Ophon to show current area ofthe employee (LogicalArea Control)

14. Add number of accompany person

15. visito r si8n-o ut with a single chck

1(j. Visitor history trackint
1;'. Real time list of Visitors in the company

1ll. Maintains log of users issuint cards to Visitors

1!). Visitor Photo Capture and Print

20. Custom Visitor badge desiSninS

2 1. Vrsitor/ contractor - badge / pass printing

2:1. lnte8ration with Barcode scanner for visitor assets scannlng

2:1. Visitor Groups for different visitor types

24. Track Visitor movement

2l;. ACS integration to control visltor access to specific doors for a predefined time

2il. Elevator access control system integration for visito/s access on speciflc floors

2 7. Can be centrally implemented to monitor all your locations across the country

21. Escort Visitor to ensure visitor access only in authorized areas

2'1. Extra door open time for Handicapped persons

3l. Database BackuP Facility

3 t. Centralized manaBement for multiple organizations in the premises

Reports
1 Web-based rePortinB

2 Reports can be Benerated in .pdf and excel format

3 Reports can be generated for a selected time period for selected or all visitors e g' Report for

T)day, Weekly Report, Monthly Report and RePorts of selected dates'

4 visitor Summary Report showlnB visitor's track history in the company for defined time period

5. Darly Report: Report showing visitors log on day to day basis

6. lndividual Access Report showlng selected visitor detaits based on card shown on readers

7 Reader Access Report: Report showing card shown by visitor on seleded reader

■lJ、

|'

1

| |
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Make a Visrtor Request Em:ilrc

[ma ltc

Check ln > Lapse Trme

Emai lo

5MS to Visiior wth

Check Out

Check

CAFETER AANO FOOD COURT MANAGEMENT

Multiple Food Shop/ Vendor Management

Provides a privile8e based User lnterface for Multiple Food Shops or Food Vendors to design

tleir own Menu, Pricing, Tax and Eilling Structure. Also provides a facility to enter their own

Lilling rngredients like Name, Address, Tin Number, VAT Number etc sl,lpports standalone food

shop as well as food courts

Centralired Recharge/Refund Stations

lJlows Cafeteria/Canteen Managers to set up a centralized Recharge/Refund Stations for all

food Shops. Therefore the smart card once charged with a specific amount can be spent over

rnultipledaysacrossmultipleFoodshopswithinacafeteriaoracrossmultiplecafeteriaswithin
a n orSanl2ation.

Email, SMS.
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One Card Solution for Corporate guyers
'l he same card being used for applications such as access control & time attendance seamlessly
cperates with this as well, rhus realizinB the true benefits of centralized Employee credential
rlanagement. The Card Deactivation will not just block the cards at physrcal Access pornts but
also at the Company Cafeteria.

Flexible I)ayment Options for Corporate BuVcrs
(rffers muhiple payment option that is by prepaid Card or Cash to serve corporate employees
and visitors.

Comprehensive Single Click Reporting lnterface
SinBle Click ReportrnB lnterface for Cafeteria Administrators and lndividual Food Vendors
f )cilrtate an instant review of rtem wise sales or total orders processed over a period of time. lt
frrther ensures easy analysis o[ fast moving/selling tems under various categories or sub-
cateEories,

1. Rechorye/Refund Reportsl

a. Daily Recharge Reports
b. Daily Refund Report

c. Detailed Recharge Report

d. Detailed Refund Repon

e. Recharge & Refund Summary

F. Cashrer Daily Recharge Report
g. Cashier Daily Refund Report

2. Solet Reports:
a. Daily Sales Repon

b. Category report
c. 5ub_category RePort

d. ltem Report

e. Detailed Report

f. Detailed Summary Report

g. Cashier Report

h. Menu Report

i. Billcancelled 5ummary Report
j. BillCancelled Detailed Repon

k. RAC Report

Web Bassd Employee Expense Reports tor CorPorate Buye6
'The Web lnterface allows each employee of an organization to check/download their personal

expense (Credit/Debit) 5tatements.

The bid. er shall deliver all required system and application software for a fully

functioning system, including all necessary utility programs and documentation.

The system shall use industry standard application development software and APls'

.,.
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All softr,vare licenses shall be provided as required. Renewable or subscription licenses
shall not be used- The vendor shall ensure that updates and upgrades to the
applicalion software are provided and applied without any cost implication and that
upgrades are compatible to the customization of Access Controls including interfaces.

The Access Control software package shall be fully parameter driven and operate within the
offered OS environment.

The bidrlers will have to submit a Solution Assurance Certificate from the Access Control/
Visitor l,4anaBement software OEM regarding the workability of the proposed solution.

The Soflware appllcation should be able to categorize card identities at multiple levels and
should provide a local (user access based) and central (administrator) option to change the
configuration at any point in time.

The bidder shall provide the source code of all customizations, reports, applications,
database & table structures.

The bidder sha ll conduct knowledge transfer sessions / training programs for IBA security staff,
with th(r perspective of system administration and application mana8ement.

All softvrare provided by the bidder should be licensed to lBA. ln case it is discovered that the
bidder has provided IBA with unlicensed software, the bidder should replace this software and

install li:enses software, at no extra cost to lBA.

Eidder should visit the site to decide the total length of all types of cables required for Access

Control Solution before submission oftheir offer.

Hardware technical requirement

03 Metlr Electronic Vehicle Barrier

10' (3n) StraiBht Boom

Rubber for Boom Protection

IR Phot〕ce‖ vヽ th Stand

Built-in LED Light for lndication both on Boom & Post

3 sec ocening/Closing time,

Manua release for power failure

lnstalla-ion ischaneeable (left orright)

No cha rge ofspringwhen boom length changes

Compa:ted motor

Interfa( e for infrared photocells

lnterface for external and internal loop detector

21 lP;ge
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Automatic heating up in extremely cold weather
Auto-cllsinB

RS485 interface

Limit sv/itch with ensured safety
Boom v/ith protective rubber band

Boom v/ith LED light (color rs chan8eable with remote control)

Cabinel with traffic li8ht

Remot€ Control

Lont R. nge Contactless Smart Card Reader iclass 13.56MH2 with

Outdocr Enclosure & Mount

Half Heiqht Tripod Turnstile

Half He ght 2-Way Electromagnetic Tripod Turnstile

lP40 Pn)tection Grade

Voltage 220VAC

Power Consumption 30W or Equivalent

lntegrar ion with ACS/T&A

MS Galvanized Powder Coated

Reader Mounting Spaces on Both Sides

Frequency 50/60H2

Control C,「 cuit 12VDC

Passing Speed _ 30 persons/minute

CommL nication R5232/LAN

HALF HEIGHT SWiNG GATE

Half He ght 2Way Electromagnetic swing Gate for Wheel chair/
Disable」 with SS Polesfor Reader Mount

lP40 P()tection Grade

Power (lonsumption 40W or Equivalent

Arm 901)mm Equivalent or hiEher

Swing Angle 90'in 2 way

lnput Srgnal - Dry Contact,/TTt

CommLnication R5-485

Speed - 30 people/minute

Open/Close Time 1'3sec

Anti'bu.nping & Anti-shock

Se f Resettable&Anti Panic

Remotr) Controlled

Lonq range sman card reader

22 lFage



Wie8and, Read Only, RoHS Compliant

long r€ad ran8e distance (up to 18 inches)

Reads`1‖ iCLASS credentials

Unrverial compatibility with most access control systems.

Guaran teed compatibility to read all HID data formats ensuring
card-to-reader interoperability in multi-location installations

The ab lity to read expanded data format lengths up to 144 bits.

Backwz rds compatrbility with legacy 125 KHz proximity access
controlformats (E.8. 26-bit, 32, 35-bit, 37-bit, 56-bit, and HID

Corporrte 1000 formats).

Long range read capability suitable for parking applications,
Global, off'the-shelf availability.

Built in compatibility across the product line without the need of
specialpro8ramminS.

Secure access controldata exchange between the smart card
and the reader utilizing key diversification and mutual
authenticatron routines

Producr construction suitable for both indoor and outdoor
applicalions.

Custon izable behavior for indicator hghts and audible tones.

Contacless smart card reader shall be confiSurable to read data

simultaneously From one to, at minimum, two ofthe followin8
cards: '' iCLASS Access Control Sector/Application data, +*l5O

15593 rard serial number (CSN)

The co ltactless smart card reader shall provide the ability to
read card access data stored rn the secure access control

sector/application area of the lso 15693 icLAss card.

Contacrless smart card reader shall be suitable for global

deploy nent by meetint worldwide radio and safety regulatory

complirnce including:

. Ut294 (usi, cul (canada), Fcc certifrcation (us), lc
(Canada), CE (EU), c-tick (Australia, New zealand), SRRC (China),

MIC ((,)rea), NCC (Taiwan), iDA (5ingapore), MIC (Japan),

Germaly VdS

The selectable action shallinclude one ofthe followint:

. The reader open collector line changes from a hith state

(5V)to a low state (Ground).
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. Du ing a tamper state, the messaEe

. Cahle distance: (Wiegand)r 500 feet (150m) w/18 AwG and
100 fee (30.5m)w/22 AWG

. Cahle 9-conductor w/overall shield

The Cortactless smart card reader shall provide a lifetime
warranty against defects in materials and workmanship.

NETWO RK CONTROLLER

02 Reader Network Controller wth O/D Housint 1P66, Power
Supply Ii 01-hr 8attery Backup

Complere two door/reader unt for installations using TCP/lP

communication

RJ'45 Pc rt, Wietand/CD

Connecls wrth and stores a complete access control and

confi8uration database For one or two controlled doors and

44,000 ( ardholders with erpansion capability to 250,000
cardhoIlers.

Processr-,s access control decisions.

Reports supervised inputs/alarms with 255 priorities.

Receive, and processes real time commands from the host
softwar(: application.

Reports allactivity to the host

Control: and communicates with allconnected devices.

Buffers )ffline transactions and uploads to the host when

commurication is restored.

uL 294 irnd UL 1076 recognized components.

RJ-45 ccnnector for Ethernet TCP/lP

Quick-d sconnect screw terminal connector

lncludes an HTTP APl, Windows@ DLl-based APl, and a direct
communication APl.

Allows l)calconnecuon 0ra lapt0p c0mputer for diagnostcs and

configuration.

Connecls to the host and to other devices on the TCP/lP

lnputs fl)r 2 readers, 2 door monitor switches, 2

switchei, AC FailMonitor, Battery Fail Monitor,

Tamper

can be.onfigured as a Seneral purpose input

Non-lan:hing relay outputs rated 2 A @ 30 VDC

2 door !trikes (confiEurable)

'I

Request-to-Exit

Enclosure
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2 auxilizry devices: (door held/forced alarm, alarm shunt, host
offline (aomms down)

32-bit R SC CPU, 100 MHz Microcontroller
8 MB ofboard Flash memory

16 MB / 32 MB memory expansions available, 32 MB SDRAM,
255K SRAM

Cable D stance TCP/lP - 300 feet (100 m) to next device.

NETWORK CONTROLLER wlTH BUII.TIN READER

. The network door controller/reader shall be

capable of emploving AES 256 with symmetrical keY encryption

for all communrcations between the controller and host(s)

system(s).

. The reader shall encrypt all RF data
transmirision between the smart card and reader using industry
standari encryption techniques and advanced key management.

TCP/lP trased POE Edge Controller with Built-in iclass Reader

The net'^/ork controller/reader shall be ofsingle piece design +

inteBrated card reader as:

a. iCLAI;S 13.56 MHz contactless smart card reader.

. The reader shall be compatible with ISO 15693

- read only; 2k bit (256 Byte), 15k bit (2k Byte) and 32k bit (4k

Byte); ISO 14443A- read only; MIFARE and DESFire (serial

number). ISO 144438 - read only; 2k bit (256 Byte) and 16k bit
(ZK Byt€). US Government PlV. Felica lDm

. The network controller/reader shall provide a

complele, fully featirred access control hard!/are and firmware
infrastructure for host-based access control software
applicat ons.

. The network controller/reader shall

commu ricate with hosted access control software using TCP/IP

protoco over Ethernet or lnternet and shall have an RS-232 port

for Modem or connectivity to other systems.
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. The network controller/reader shall provide full
distribuled processing of all access control functions. The unrt
shall provide fully functional off Iine operation when not actrvely
commu licating with the host access control software
application; performrng allaccess decisions and event logging.
Upon connection wth the host access controlsoftware
application, the network door controller or network
controll3r/reader shall upload all buffered off-line transactions
(mrnimr m of5,000)to the host software.

. The network controller/reader shall incorporate
a 32-bit 100 MHz RISC processor running the Linux operating
system. The unit shall include a Windowso DLL, and the direct-
commu rication OPINo APlfor inte8ration to host,based access

control.ipplications.

. The network controller/reader shall not be a

proprielary product of the manufacturer of the host access

control .;oftware application, and must have the ability to
miSrate to an alternative manufacturer's host access control
softwan] app[cation by remote reconfiguration or f]rmware
upgrade and without intervention from the ori8rnalcontroller
manufa(luret,

The network controller/reader shall provide on-
board E ash memory to allow program trpdates to be

downloaded directly via the network. The network door
controllt-,r or network controller/reader shall provide the
following minimum memory:

8 IV B on-board Flash memory

32 1MB SDRAM

25(kSRAM

The network controller/reader shall provide the
followrn3 certifications:

UL i 94 Lrsted Access Control System Units

CSI 205 (Canada)

FC(Class A Verficat on

. The network controller/reader shall meet the followinB
physical specifications:

Corrmunication pons and connectors:

Rlr;s connector for Ethernet TCP/lP (10/100baseT)

RS- u 32 port for optional modem or serialcommunications

0



Non-latching configurable door lock output relay

Unpowered (Dry)contact rated 2A @ 30VDC

. AC Power Fail tnput (Can be configured for general purpose
use)

. Baltery fail input (Can be confi8ured for general purpose

use)

. Tarnper input (Can have a builtrn additionalexternal
tamper

b. Cat le Distances:

. 5e(ure access controldata exchange between the smart
card anrl the reader utilizing key diversification and mutual
authentication routines.

. Non latchint alarm annunciation output relay

. Gu iranteed compatibility to read all HID data formats
ensurinB card-to-reader interoperability in multi location
installations.

. Po /r'ered (Wet) contact
Note: Tre 600 mA is shared

rated for up to 500mA @ 12VDC
between two relays.

. TCI,/IP: 328 feet (100m) usrng CAT 5 cable

Contactless Smart Card Reader

iClass 1.l.56MHz Contactless Smart Card Reader {Small)

Reading RanBe 2.8" (7.1 cm)

Min Mu‖ lon size

U.S. srngle gang J-box (wrth mud nng) or anV

flat surface

Frequency 13.55 MHz

Materiali UL94 Polycarbonate

communication Wie8and 500ft (150m)

. Contactless smart card reader shall securely

read access control data from 13.56 MHz contactless smart

cards. The contactless smart card reader shall be optimally

designeC for use in access control applications by providinE:
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b ts

ability to read expanded data format tengths up to 144

. Ba:kwards compatibility with
access,:ontrol formats (E.8. 25-bit,
HID Cor porate 1000 formats).

legacy 125 KHz proximity
32, 35-bit, 37-bit, 55-bit, and

. Bu lt in compatibility across the product line without the
need 01 special programming.

. Pr()duct construction suitable for both indoor and outdoor
applicalions.

. Cunomizable behavior for indicator liBhts and audible
tone5.

Contaclless smart card reader shall comply with the following
13.56M Hz-related standards to ensure product compat'bility and
predictirbility oF performance tSO 15693, tso 14443A, tSO

144438

iCLASS Access Control Sector/Appli€ation data, ISO 15693 card
serial nUmber (CSN), l50 144434 card serialnumber (CSN):

incl'rding MIFARE & DESFire, ISO 144438 card serial number
(csN)

. The contactless smart card reader shall provide the ability
to read card access data stored in the secure access control
sector/.pplicatron area of ISO 15693 |CLASS card.

. The contactless smart card reader shall be configurable to
provide multrple hrerarchicaldegrees of key compatibility for
accessir I the smart card access control data. Compatibility shall

be prov ded for the following key structure options:

. Cornpatibility with the default iCLASS key structure to
ensure r:onvenient offthe shelf compatibility with iCLASS cards

and rea'1ers,

. Cc ntactless smart card reader shall be confi8urable to read
data sinrultaneously from one to, at minimum, two ofthe
followirg cards:
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. Compatibilty with
a site-sDecific, unique,

higher security ELITE keys which provtde
protected key Structure,

Conpatibility with high security user-manaEed custom keys.

. Cc ntactless smart card reader shall be compatible with
ICLASS nutual authentication algorithm using 64-bit
authenl ication keys. All RF data transmission between the card
and reader shallencrypted usinB a secure algorithm to ensure
that the communication between the card and reader can never
be copi,rd and repeated back to the reader (sniffing and replay).

. C( ntactless smart card reader shall provide universal

compatibility with most access control systems by outputting
card da ra in compliance with the SIA AC-01 Wiegand standard

. Cc ntaatless smart card reader shall provide the ability to
tran5m,t an alarm sa6nalvia and int€6rated optical tamper switch
if an atlempt is made to remove the reader from the wall. The

tamper switch shall be programmable to provide a selectable

action to provide a selectable action compatible with various

tamper communication schemes provided by access control
panel nranufacturers. The selectable action shall include one of
the following:

. Th -. reader open collector line changes from high (5V) to a

low sta.e (Ground).

D!ring a tamper state, the "l'm Alive" message is inverted

. Upon reception of a "Reader Status Report Request" (0x67),

the realer responds with a "ReaderTamperStatus Report"
(Ox4B) esponds. For more information, see HADP/OsDP

Specifi(ation.
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. Contactless smart card reader shall provide abrlity of an on,
line "l'r Alive" message so the reade/s functional health can be
monrtored at alltimes when paired with a compatibte access
control )anel

. Th,r contactless smart card reader shall provide the ability
to upgrede lts application code through the use of pre
configured firmware cards. This feature shallallow previously
installec readers be reconfigured to modify their behavior and
capabililies as the project environment evolves.

. Thc contactless smart card reader shall have the ability to
provide .onsistent optimal read range by implementing an auto-
tune furction that adjusts for manufacturing tolerances to
enhanc€ consistency of performance from reader to reader.
Contactless smart card reader shall provide the following typical
contactl-.ss read ranges:

Up ro 3.25" (8.9 cm) usint lso 15693 icLAss card.

lJp ro 1.5" (3.8 cm) usinB ISO 15593 |CLASS Key orTag

up ro 2.0" (5.1cm) using MIFARE/DESF're card (cSN)

iso 13.5r;MHr Contactless Sman memorv Card

. The contactless smart card shall function as an access

control ,)ard, used with access readers to gain entry to controlled
portals irnd to hold identification information specific to the

u5er.

. The contactless smart card shall be a passive device,

with an cperating frequency of 13.56 MH2, and shall meet ISO

15693 and l5O 1444382.

The card shallcontain a 64 bit unique serlal number'

rClass 1: .56MHz Contactless Smart Memory Card 2K git Memory

with 2 Application Areas
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. The contactless smart card shall have the memory
confrgur,rtion of 2Kb;ts (256 bytes) EEPROM memory configured
with 2 application areas.

. Each application area shall contain a unique 64 bit
diversifk.d authentication keyto reduce the risk ofcompromised
data or c uplicate cards. The contactless smart card and card
reader shall require matching keys in order to function together.
All radio frequency (RF) communication between card and
reader shall be encrypted, using a secure algorithm.

. Optionally, the card maY

encryptir)n algorithms through the
Programmer,

be p「 otected with DES o「 3DES

use oFan CR400 or CP575A

. optionally, throuBh the use ofthe iclass Elite

formattirB program, custom keys uniquely matched to individual

sitesor rustomers may be used to provide a non-
intercha rgeable, high level of secunty.

encoded

systems

phvsical

Wiegand card data′ up t0 84 bitsin length′ sha“ be

n Applcation Area l for use w th access cont「 ol

. The contactless smart card will support protrammin8

and upd rtrng of custom applications after istue, usint an

appropr ate iCLASS reader/writer or authorized TCLASS enabled

reader/!/riter.

Typical contactless smart card read rantes shall be:

2030'(5 0 7 6cm)wnh an R10iCIASS Reader

16" 18" (40-45 cm)with an R90 icLASS Long Range Reader

The contactless smart card shall meet the following

characteristics:

o   DirIlensions′ periS0 7810:2125″ x3375″ x0030″

(53 98mm x85 60mm x076mm)

wetht 0 20 oz(57g)

Materialand construction: PVC card materials
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. Car I surface shall be tlossy and of a matenal compatible
with dinrct to card dye-sublimation or thermal transfer printing.
Card construction shall meet durability requirements of ISO

7470.

. The card may be marfted with an external lD number, either
in inkjet or laser'etched numberint that may match the internal
progranmed lD number. lf theexternal numberdoesnot match

the internal number, a cross reference list is provided to detail
the inter nal/external numberinB sequences.

Oplionally, the card may contain a magnetic stripe

. Optionally, the card mav be printed wrth crlstom graphics,

may be )uilt to a custom thickness and maY contain securitY and

anti-counterfeiting features.

User manual

The bidcer sh all supply system users (Operations & Maintenance) Manual (3 sets) in

English il soft / hard copy (MS word and PDF) format

Site Survey
The Bidder shall conduct a site survey of IBA location, and evaluate the exact material

requirer'rent. The bill of material attached in this document is only indicative and the successful

vendor has to provide the detailed EOlvl and calculate the design needs of IBA

Docum€ntation
The bid( ers shall prepare & maintain proper project documentation, such as Project

Management Plan (Complete as wellas location-wise)system drawings, test plans, test

results, ninutes of the review meetings etc

. lnt€ rnal antenna confiBuration shall allow a srngle slot
punch oi the vertical (short) side of card.
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1

3 lrleter Boom Electronic Vehicle Barrier with
3sec opening/closint time. System complete
with:

Nos
Rubber for Boom Protection

IR Photoce‖ Vヽith Stand

Remote control

Bじ ‖t n LED Lightforlndicat on on Boom&Post

C、11 VVorks

2
H[lf Height 2‐ Wav Electromagnetic Tripod

Tu ins■にlP40 220V/30W,System com口 ete Wth
Nos

R€ader Mounting Spaces on both sides

C卜′il Wo「ks

3
H● lf Height 2‐Wav Electromagnetic Swing cate

lP40,220VAC/40W,System complete w"h:
Nos

55 Reader Mounting Post on both sides

CI′ ilやVo「 ks

4

Long Range contactless iclass smart card Reader,

wiegand, Upto lS" Reading Range, System

complete with:
Nos

OLrtdoor Enclosure wrth 55 Post for mounting

Reader

Ci′‖ν′orks

5

T(:P/1P Based 02 Reade「 Network Contro‖ er

Ethernet(10/100),WLgandノ CD System

cc mp ete w“ h:
12 Nos

O rtdoor Housing lP66

Power Supply

0: Hour Backup Battery

6

TCPノ lP Based POE Controller wth Buiに ■n iClass

Roader,POE,Ethernet,13 56 MH2Card,

lS014443A CSN

4 Nos

フ

contactless Smart Card iClass ReadeL Mini‐

Ⅳlu‖:on Size,Communication Wiegand 500ft

{150m)(22AWG〕

ｂ́ Nos

33 1 Page



8

Contactless Smart Memory Card′ ISO Size,

Contactless 13 56 MHziClass,2k bit+2

App‖ cation Areas System Complete w th:
3′ C C10 Nos

Plastic Case

9

Ent{!rprise level software (Per Controller License)

for lime Attendanae, Aacess Control, Guard Tour,

Ant -pass back, POP ups, Evacuation Control&
Mg1. (Musterpoint module), Shitt Roatters &

Mgt., Air l-ocking etc. System Complete with:

ｂ́ Nos

Visi:or Mana8ement Web Server License

10
Visitor Management Front oesk ApPliaation for
Visitor registration, card/pass issue, tracking etc

2 No

11 Caf:teria Management System Server Software 1 No

●
■

cateteria User lnterfaae for Reahange, Refund &

Focd vending

lns :allation, Testing, Commissioning & Training

Car-6 Data Cabling in PVC Conduit (Cable +

Conduit + UYing + lnstallation)

2c 1.5mm Power Cabling in PVC conduit (Cable +

Co rduit + Laving + lnstallation)

4 Nos

1 Job
13

As per actual Rft
14

As per actual Rft
15

As per actual Rft
16 Rord Cutting, Excavation, Ba(k Fllling et'

Hi8h De{inition Smart Card Printer17

No
171

High Definition Smart card Printer, oual side'|,

Dye-sublimation / Resin Thermal Transfer

Printing, Resolution: 3OO dpi (11.8 dots/mml,

colors: up to 16.7 million / 256 shades per pixel,

Accepted standard Card Sizes CR'80 (3 370" L x

2.'i25" W / 85.5 mm Lx54mm w),

Pr nt/Lamination: .030" (30 mil) to '050" (50 mil)

I .152 rr,rr.:.o L 27 fim, lnPut Card Cartridge

Ca pacity: 100 card. (.030" / 762 mm), Otttput

H0pper card capa.itY: 2oo cards ( 030' / 762

mm), Software Drivers: windowso 2000 / xP /
Scrver 2oO3 / Vista (32 bit); Mac oS x v10'4 /
v1.0.5, Print Area: Over-the'edge on cR_80 cards'

^, en"ivrl.nt

言 C゙KO RibbOn fOr 250 0ual Sided Cards Printing,

8′1051 0r equiValent

12 Nos
1フ 2
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Sof

Contact t'erson (lBA)

Tel"

Emai

Network Manager
lnstitute of Business Administration,
City Campus, University Road,

Karachi

!11-422-422 Ext 7l1L
mali@iba.edu.pk

Transfer Film Ior 750 DualSided Cards

lination, 84053 or equivalent
4 Nos

fessional card Personalization / gatch Printint
tware, Asure lD 7 Express Edition or equivalent

1 Nos
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Mandatory Criteria:

- Onlv those vendors can applv in this tender who fulfill the mandatorv criteria:

1. tocal/Global Affiliation with Manufacturer - in Pakistan.
2. l\t least Tier-1 partner must at least 05 years business relation with the manufacturer.
3. tlid must be accompanied by Manufacturer's authorization letter from principal.

(Sample attached Annexure D)

4. local Presences. Must have coverage across the country with minimum presence in
tiarachi.

5. I he bidder can provide any value added services to IBA on FOC bases.

6. tlackup lnventory maintained by company at least those items mention in BOq.
7. t)elivery time within 12 weeks from the date of Purchase Agreement.

8. l\ny value added service bundled with the equipment / project, with no impact on
project cost, shallbe welcomed.

9. lhe bidder will also provide the 4rh and 5rh years SLA price after the expiry ofthe
\varranty period in PKR only.

Bid Eva uation Criteria:

10. l he bids will be evaluated on the basis of lowest items rate keeping in view our required

.onfiguration and also fulfill mandatory criteria only.

!glg: u/e will require demonstration of the equipment from the relected vendor for o Day,

over continuous one Day satisfied performance we will award the tender to the complying RFP

bidder. 3idders are bind to give a quote for a complete solution if anything missed which would

require n the solution then bidder is will IMUST provide the required equipment on FREE of cost

tO IBA,

{*) IBA reserves the ri8ht to accept any model/brand /solution depending upon its

r equirements and any such decision could not be challenged
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Anne,xure - B
Format for technical

Generil information
Name of the firm
Name r)f contact
Cett″

Office address
Office phone #
Office fax″

Year o,'estabushment
Main a[ea of business
GST req″

NTN
Annual turnover
Vatues of oro ts in hand

Details of staff emDloved
Manag(]rjat capabititjes
a) Totat # of permanent
stal f

b)TOtal
staff

lnformation uired from Res ng O nization

# of contract

Technical

C)TOtal
stai f

d)TOtal
stai f

capabitities
# of permanent

# of contract

Cumutative ex rlence

Technical experience
No of /ears in business for
simitar assignments
No and Yatue of simitar
assignrnents compteted in
last 3 years
Retatic,nshi with OEM
Ctient(lё

Technicat staff expertise /

skitts

Signatrrre and seaI
of respondjng organization
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Annc)xure‐ C

Pl seer the attached
with all supporting

S.No.

IMPOR rANT NOTE (Mandatorv):

Kindly quote the price as per attached Annexure-C

Signature and seal
of responding organization

file, kindly fills the price sheet and submits along
documents.

Item Price
Visjtor Management (Software I
Hardware)
Cafeterja Management (Software I
Hardware )

38 |
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Anner:ure D

MANUFACTURER'S AUTHORIZAT10N FORM`MAF)

No.__dated

To

who are estabtished and reputabte manufactures of
haYing offices at and

hereby authorize M/5 (Name and address of Agent/Deater) to
against the aboveoffer t'reir quotation, negotiate and conctude the contract with you

invitation for tender offer.

We hereby extend our futl guarantee and warranty as per the terms and conditions of
the tender and the contract for the equipment and services offered against thjs
invitation for tender offer by the above firm.

Yours laithfutty,

(Namet for and on behatf of M/s
(Name of manufacturers)

We
do

Note: This letter of authority shoutd
:oncern and shoutd be signed by

be on the letterhead of
a competent person of the

the manufacturing
manufacturer.

rl● 11■、
|11・
  1 ltl
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